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Haringssvar — innspill til arbeidet med stortingsmelding om droner og ny
luftmobilitet

Datatilsynet viser til Hering — innspill til arbeidet med stortingsmelding om droner og ny
Luftmobilitet — 27.09.2024 med heringsfrist 30.11.2024.

Datatilsynet er positiv til en ytterligere regulering av omrédet. Bruk av droner vil berere
personvernet ved at det samles inn informasjon med ulike type sensorer montert pa dronene
som kamera, lydopptak eller varmesensorer.

Det er viktig a understreke at all innsamling av informasjon som er & regne som
personopplysninger er regulert av personopplysningsloven, personvernforordningen og
politiregisterloven. De generelle reglene om behandling av personopplysninger vil gjelde
uansett og utgangspunktet er at den enkelte virksomhet, offentlig eller privat, ma serge for at
personvernregelverket ivaretas.

Innsamling ved hjelp av droner innebarer noen sarskilte utfordringer knyttet til inngrep i
personvernet og ivaretakelse av den enkeltes rettigheter.

Droner apner for bade overvéking av store omrader og folkemengder, samtidig som de gir
muligheter for nergaende observasjon av personer og den private sfere. Det kan vare
aktiviteter, ansikter, bilskilt, geografiske og eiendomsinformasjon, informasjon knyttet til
arbeidsplass, private hjem og det offentlige rom.

Det er sannsynlig at det ved bruk av droner sa vil det bli innsamlet store mengder
overskuddsinformasjon. Det vil si informasjon som ikke er relevant for den aktuelle
innsamlingen.

Dette reiser ytterligere bekymringer rundt apenhet og tilrettelegging for folks rettigheter,
inkludert retten til & bli informert om deres personopplysninger blir behandlet.
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Naér det gjelder bruk av kunstig intelligens 1 forbindelse med droner, sé vil det oppsta
spersmaél knyttet til analysering av data og identifisering av overvakingsobjekter. Den mest
apenbare utfordringen er knyttet til bruk av ansiktsgjenkjenning eller andre biometriske
signaturer, bade 1 real time og i etterkant. Her vil EUs KI-forordning vaere relevant for
fremtidig utforming av regulering siden den inneholder forbud, begrensninger og krav til bruk
av kunstig intelligens.

Datatilsynet har utarbeidet anbefalinger som kan finnes her:

https://www.datatilsynet.no/personvern-pa-ulike-omrader/overvaking-og-sporing/droner---
hva-er-lov/sjekkliste/

Datatilsynet far gjennom publikumskontakt og klagesaker et inntrykk en ekt bekymring for
overvaking og droner som krenker den private sfaere. I og med at bruken av droner eker, sé vil
behovet for tydelig merking, kontaktpunkter hos offentlige virksomheter som benytter droner
og regulering av bruk av droner vere storre.

Datatilsynet anbefaler at det utarbeides retningslinjer og ytterligere anbefalinger, samt
lovregulering der hvor det er nedvendig.

Datatilsynet bidrar gjerne med faglige innspill i det videre arbeidet dersom det er enskelig.
Med vennlig hilsen
Jan Henrik Mjenes Nielsen

juridisk seniorradgiver
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