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Politidirektoratets høringssvar - Høring Endringer i 
personopplysningsloven – Aldersgrense for barns 
samtykke ved bruk av 
informasjonssamfunnstjenester (sosiale medier mv.)   
 
 
Vi viser til Justis- og beredskapsdepartementets høringsbrev av 7. juli 2025 om 
Endringer i personopplysningsloven – Aldersgrense for barns samtykke ved bruk av 
informasjonssamfunnstjenester (sosiale medier mv.). Høringsfristen er satt til 7. oktober 
2025. 
 
Politidirektoratet har forelagt høringen for samtlige politidistrikt, samt Kripos. 
Politidirektoratet har mottatt høringssvar med merknader fra politidistriktene Oslo, Øst, 
Sør-Vest og Trøndelag pd, samt Kripos. Disse høringssvarene er vedlagt. Det fremgår 
også av publiserte høringsinnspill på regjeringen.no at Nordland pd har inngitt 
høringsinnspill som ikke er stilet til Politidirektoratet. Noen av merknadene fra 
politidistriktene er delvis innarbeidet i Politidirektoratets høringsuttalelse, dette gjelder 
særlig innspillet fra Kripos. Vi viser for øvrig til de vedlagte innspillene i sin helhet.  
 
Hovedpunkter i høringen 
Departementet foreslår i høringsnotatet å øke aldersgrensen i personopplysningsloven 
§ 5 for når barn selv kan samtykke til behandling av personopplysninger ved bruk av 
informasjonssamfunnstjenester, fra 13 til 15 år. Forslaget innebærer at det vil gjelde et 
krav om foreldresamtykke også for barn i denne aldersgruppen. Formålet med forslaget 
er å styrke beskyttelsen av barns personvern.  
 
Departementet foreslår også å utvide det geografiske virkeområdet for 
personopplysningsloven § 5. I dag gjelder aldersgrensen ikke for tilbydere av 
informasjonssamfunnstjenester som er etablert i andre EØS-land. Forslaget innebærer at 
aldersgrensen skal gjelde uavhengig av hvor tilbyderen er etablert, dersom behandlingen 
gjelder barn som er bosatt i Norge. 
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Politidirektoratets merknader til Kapittel 5 - Forslag om å øke aldersgrensen fra 
13 til 15 år 
 
Av høringsnotatet fremgår det at departementet foreslår å øke aldersgrensen i person-
opplysningsloven § 5 fra 13 til 15 år. Formålet med å øke aldersgrensen er å styrke 
beskyttelsen av barns personvern gjennom å innføre et krav om foreldresamtykke også 
for barn i denne aldersgruppen. Økt aldersgrense signaliserer også et behov for økt 
bevissthet hos barn og foreldre, og samfunnet ellers, om risikoen som er forbundet med 
behandlingen av personopplysninger ved bruk av forskjellige typer 
informasjonssamfunnstjenester. 
 
Innspill fra politidistriktene og Kripos 
Politidirektoratet viser til vedlagte høringsinnspill fra Øst pd, Sør-Vest pd, Trøndelag pd 
som støtter forslaget. Det fremgår av publisert høringsinnspill at også Nordland pd 
støtter forslaget om å heve aldersgrensen fra 13 til 15 år. Oslo politidistrikt støtter 
forslaget om å heve aldersgrensen fra 13 år, men foreslår at aldersgrensen heves til 16 
år. Det vises til vedlagte høringsinnspill fra Oslo pd for nærmere begrunnelse for 
vurderingen om å øke aldersgrensen opp til 16 år. 
 
I Kripos sitt vedlagte høringsinnspill, fremkommer det at barn utsettes for trusler på 
internett som belyser behov for beskyttelsestiltak. Kripos viser til sin rolle som nasjonalt 
cyber-krim-senter, og oppgaver knyttet til organisert kriminalitet og seksuelle overgrep 
mot barn over internett. Kripos omtaler etterretningsrapporten Trusselaktørers 
kontaktetablering med barn på internett. I rapporten fremkommer det at barn blir 
kontaktet av trusselaktører på internett, og at informasjonssamfunnstjenester, herunder 
sosiale medier, er et virkemiddel for trusselaktører for å oppnå kontakt med barn 
Ovennevnte etterretningsrapport utpeker seksuallovbrudd som et overordnet motiv for 
kontaktetableringen mellom trusselaktør og barn. Kripos viser også til at politiet stadig 
ser flere tilfeller av seksuell utpressing med et økonomisk motiv, der sosiale medier blir 
benyttet som arena1. Kripos erfarer også gjennom straffesaker og annen informasjon at 
krenkelser og overgrep mot barn og unge i stor grad initieres og/eller gjennomføres via 
sosiale medier. Utviklingen innenfor organisert kriminalitet og kriminelle nettverk viser en 
økning av barn og unge som blir rekruttert inn i kriminelle miljøer2 og en økning i 
mindreårige som får i oppgave å utføre voldelige handlinger som utpressing, grov vold 
eller drap. Sosiale medier og krypterte kommunikasjonsplattformer blir ofte brukt i 
kontaktetablering og rekrutering. Den store andelen barn i Norge som er på digitale 
plattformer medfører at mange barn er tilgjengelige for trusselaktører. Dette, i 
kombinasjon med at flere plattformer tilrettelegger og oppfordrer til kontakt med 
personer barnet ikke kjenner fra før av3, resulterer i en reell risiko for at barn blir utsatt 
for og involveres i straffbare handlinger. Kripos viser videre i sitt høringsinnspill til at det 
har vokst frem internasjonale nettbaserte miljøer4 som sprer ekstremt voldelig innhold og 
forsøker å radikalisere personer til å begå skadelige handlinger 
 
Kripos støtter med bakgrunn av ovenstående, departementets forslag om å heve 
aldersgrensen fra 13 til 15 år for når barn kan samtykke til bruk av informasjons-
samfunnstjenester etter personopplysningsloven § 5. Kripos stiller seg bak 
departementets uttalelse om at forslaget sender et viktig signal om behov for økt 
bevissthet hos barn, foreldre og samfunnet ellers rundt barns bruk av informasjons-
samfunnstjenester. Kripos vurderer at økt bevissthet kan fungere som et forebygge 
tiltak.  

 
 
1 Politiets trusselvurdering 2024, s. 23-24 (Politiet, 2024)  
2 Politiets trusselvurdering 2025 
3 For eksempel funksjonen quickadd på Snapchat 
4 Politiet lanserte 2.9.2025 en kampanje med mål om å øke bevisstheten om slike miljøer - 
https://www.politiet.no/rad/trygg-nettbruk/ekstreme-nettsamfunn/ 

https://www.politiet.no/rad/trygg-nettbruk/ekstreme-nettsamfunn/
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Oslo politidistrikt støtter å heve aldersgrensen til 16 år, men viser samtidig i sitt 
høringsinnspill til at strengere regulering kan føre til at 13-15 (16)-åringer utestenges fra 
arenaer hvor mye av det sosiale samspillet foregår. Oslo pd viser til Medietilsynets 
undersøkelser som viser at barn som ikke har tilgang til sosiale medier, ofte opplever å 
stå utenfor. Dersom etablerte plattformer blir vanskeligere å ta i bruk, er det en risiko for 
at barn i stedet trekker mot mindre regulerte og potensielt mer risikofylte arenaer. Oslo 
pd understreker i sitt innspill også behovet for et klart unntak for lavterskel 
forebyggings- og rådgivningstjenester for barn, slik at barn i sårbare situasjoner fortsatt 
kan nå hjelpetilbud uten foreldres samtykke. Oslo pd mener videre at dersom 
lovendringen skal få ønsket effekt, den må følges av en bred informasjonsinnsats rettet 
mot både barn og foresatte om hva en økt samtykkealder innebærer i praksis, med 
særlig vekt på foresattes ansvar, tiltak for å styrke foreldres digitale kompetanse, samt 
evaluering og følgeforskning som belyser effekter på barns faktiske nettbruk, etterlevelse 
hos tilbydere og utviklingen i kriminalitetsbildet. 
 
Politidirektoratets vurdering 
Politidirektoratet erfarer at vurderingen om hvilken aldersgrense for når barn selv kan 
samtykke til behandling av personopplysninger ved bruk av informasjons-
samfunnstjenester innebærer vanskelige avveininger der hensynet til barnets 
selvbestemmelse må holdes opp mot barnets rett til selvbestemmelse og behov for 
beskyttelse.  
 
Politidirektoratet vurderer at en heving av aldersgrensen kan være et forebyggende tiltak 
som kan øke beskyttelsen av barn. Det knytter seg samtidig en usikkerhet til om 
forslaget vil få ønsket effekt, dersom lovendringen ikke følges opp av tjenestetilbyderne. 
Det vises her til høringsnotatet punkt 3.6, hvor det fremgår at Personvernforordningen 
artikkel 8 stiller krav til tilbyderne om å undersøke og verifisere brukernes alder og, i 
tilfeller der det er påkrevet, at samtykke er innhentet fra den som har foreldreansvar for 
barnet. Samtidig finnes det i nokså begrenset informasjon om hvordan tilbydere av 
informasjonssamfunnstjenester i praksis etterlever disse kravene. Det er en kjent 
problemstilling at mange barn i under 13 år benytter sosiale medier og at dagens 
aldersgrense på 13 år ikke etterleves. Det vises til pågående høring5 om aldergrense for 
bruk av sosiale medier, hvor Politidirektoratet ikke er høringsinstans. 
 
Politidirektoratet ser at det kan være usikkert om forslaget om heving av aldersgrensen i 
personopplysningslovens § 5, med ønske om forsterket beskyttelse, vil få den effekten 
som er ønsket, og om forslaget samtidig kan gi uheldige utslag. Høringsnotatet mangler, 
slik Politidirektoratet vurderer det, utdypende drøftinger omkring de negative eller 
utilsiktede konsekvensene av en strengere regulering. Det fremgår ikke av 
høringsnotatet hvordan barna i aldersgruppen 13-15 år som lovforslaget rettes mot, 
eventuelt negativt berøres av forslaget. Det vises her til Oslo pd sitt innspill om farene 
for utenforskap for barn som ikke gis tilgang til etablerte plattformer. Videre mangler 
høringsnotatet etter vår vurdering, beskrivelser av hvordan barnets beste er vurdert og 
vektet i forhold til barns selvbestemmelse, og avveininger mot eventuelle negative utfall. 
Dette bør utredes nærmere, og barnas stemme bør komme tydelig frem før 
departementet eventuelt går videre med forslaget.  
 
 
 

 
 
5 https://www.regjeringen.no/no/dokumenter/horing-av-forslag-til-lov-om-aldersgrense-for-bruk-av-sosiale-
medier/id3114359/  

https://www.regjeringen.no/no/dokumenter/horing-av-forslag-til-lov-om-aldersgrense-for-bruk-av-sosiale-medier/id3114359/
https://www.regjeringen.no/no/dokumenter/horing-av-forslag-til-lov-om-aldersgrense-for-bruk-av-sosiale-medier/id3114359/
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Politidirektoratets konklusjon  
Politidirektoratet støtter departementets forslag om å øke aldersgrensen fra 13 til 15 år. 
Politidirektoratet vurderer intensjonen som god, og at forslaget kan bidra til å styrke 
beskyttelsen av barns personvern gjennom å innføre et krav om foreldresamtykke også 
for barn i denne aldersgruppen.  
 
Politidirektoratet vektlegger signaleffekten en slik aldergrense gir til barn og foresatte 
som et viktig element som kan øke bevisstheten om de truslene som barn eksponeres for 
på nett, og vurderer at dette kan ha en forebyggende effekt.  
 
En eventuell lovendring bør samtidig understøttes av flere tiltak. Politidirektoratet tiltrer 
Oslo pd sin anbefaling om at departementet ved gjennomføringen av bør legge særlig 
vekt på informasjonstiltak, styrking av foresattes kompetanse og evaluering av effektene 
av lovendringen.  
 
 
 
Med hilsen 
 

 

Kristin Elnæs Anne Merete Ansok 
Seksjonssjef Politiinspektør 
 
Dokumentet er elektronisk godkjent uten signatur. 
 
 
Vedlegg:  
Høringsinnspill - Endringer i personopplysningsloven - Oslo politidistrikt 
Høringsinnspill - endring i personopplysningsloven - Trøndelag politidistrikt 
Høringsinnspill - endringer i personopplysningsloven - Øst politidistrikt 
Høringsinnspill - endringer i personopplysningsloven - Kripos 
Høringsinnspill - endringer i personopplysningsloven - Sør-Vest politidistrikt 
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Høring - Endringer i personopplysningsloven – 
Aldersgrense for barns samtykke ved bruk av 
informasjonssamfunnstjenester - sosiale medier med 
videre   
 
 

Sammendrag 
Denne høringsuttalelsen viser til Justis- og beredskapsdepartementets høringsnotat om 
aldersgrense for barns samtykke ved bruk av informasjonssamfunnstjenester. Vårt syn 
er at en bør benytte hele handlingsrommet som følger av personvernforordningen 
(GDPR), og fastsette 16 år som nasjonal aldersgrense.  
 
16 år er allerede et etablert rettslig skjæringspunkt i norsk lovgivning for når unge anses 
å ha tilstrekkelig modenhet til selvstendig å ta stilling til spørsmål med store 
konsekvenser for liv, helse og fremtid. Konsekvensene av feil eller umodent samtykke i 
digitale rom kan være minst like alvorlige som innen helse- eller seksualområdet, for 
eksempel varig tap av privatliv, rekruttering til kriminalitet eller radikalisering. 
 
I skolesammenheng kan det være krevende hvis noen elever i klassen er under og noen 
er over (15) 16 år. Dette kan løses ved at en aldersgrense f.eks. settes til 1. Juli det året 
barnet fyller (15)16 år. På den måten unngås det at skolen og foreldrene må håndtere at 
noen er under og noen er over aldersgrensene i klassen. 
 
Gjennom krav om en elektronisk aldersverifisering vil en kunne unngå uønsket 
opprettelse av falske profiler, øke sporbarheten dersom profiler brukes til kriminell 
aktivitet, samt gjøre det lettere å håndheve lovverket overfor internasjonale plattformer.  
 
Samlet mener vi Dette vil gi et sterkere vern av barn og unge og bidra til å forebygge 
kriminalitet, radikalisering, rusbruk og psykiske helseutfordringer. 
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Innledning 
Oslo Politidistrikt er bedt om å uttale seg i spørsmålet hvor endringer i 
personopplysningsloven vurderes. Det er i dag 13 års aldersgrense for når barn selv kan 
samtykke til behandling av personopplysninger ved bruk av 
informasjonssamfunnstjenester, jf. Personopplysningsloven § 5. 
Departementet foreslår å heve aldersgrensen fra 13 til 15 år, og foreslår videre at 
aldersgrensen skal gjelde ved behandling av personopplysninger om barn som er bosatt i 
Norge, uavhengig av hvor tjenestetilbyderen er etablert. 
Politiets hovedstrategi er forebygging. Kriminalitetsforebyggende arbeid, herunder arbeid 
med barn og ungdom er derfor en viktig del av vårt samfunnsoppdrag. Politidirektoratet 
og Kriminalitetsforebyggende råd (KRÅD), definerer forebygging som "alle tiltak som tar 
sikte på å redusere mulighetene for at kriminelle handlinger blir begått, og/ eller 
motivasjonen for å begå dem". Gjennom lokalorientert, individrettet og situasjonell 
forebygging, kjenner politibetjenter de ulike ungdomsmiljøene i Oslo politidistrikt svært 
godt. Nærpolitiet har inngående kjennskap til kriminalitetsbildet og de utfordringer som 
kan være fremtredende på den enkelte skole og i oppvekstmiljøene lokalt. Dette gjelder 
også trender og fenomener som fremkommer i ungdomsmiljøer- herunder på internett 
og gjennom bruk av sosiale medier. 
Høringssvaret må sees i lys av politiets samfunnsoppdrag. Grunnlaget for uttalelser 
støtter seg både på forskning og eksisterende rapporter, så vel som erfaringer og 
uttalelser som har fremkommet gjennom samarbeid med skoler, bydeler, 
barneverntjenester, mm.  
 
 

Kriminalitet og digitale arenaer 

Omfanget av barns tilstedeværelse på sosiale medier er betydelig. Medietilsynets 
undersøkelse (Barn og medier, 2024) viser at 53 % av niåringer og 91 % av tolvåringer bruker 
sosiale medier. Samtidig rapporterer barn selv om utfordringer knyttet til søvn, kroppspress 
og ubehagelige opplevelser på nett. Plattformenes algoritmer og kommersielle mekanismer 
bidrar til å forme barns digitale hverdag og kan forsterke disse utfordringene. 
 
Kripos har advart om kriminalitet rettet mot barn og unge på nett. Barn og unge rekrutteres 
og manipuleres via sosiale medier, spillplattformer og ulike nettbaserte fellesskap. 
Rekrutteringen starter ofte ufarlig, gjennom omsorg og vennlighet, men kan utvikle seg til 
press, utpressing og i verste fall seksuell eller annen form for utnyttelse. I sin åpne 
etterretningsrapport (november 2024) beskriver Kripos hvordan kontakt etableres via 
plattformer som Snapchat, TikTok, Instagram, Discord og spill som Fortnite og Roblox, og at 
slik kontakt kan føre til voldtekt og seksuell utpressing. I en tidligere rapport (Seksuell 
utnyttelse av barn og unge over internett, 2019) dokumenterer Kripos også at 
gjerningspersoner ofte benytter falske profiler eller utgir seg for å være jevnaldrende, noe 
som øker risikoen for at barn utsettes for overgrep gjennom digital kontakt. 
 
Oslo politidistrikt erfarer at digitale plattformer ikke bare er sosiale møteplasser, men 
også arenaer der kriminalitet planlegges, koordineres og normaliseres. Forskning har 
dokumentert at alvorlige lovbrudd som ran og voldshendelser, organiseres i 
meldingsapper og sosiale medier (Van Berkel, Kleemans & Mooij, 2025). Politiet og 
Kripos har samtidig advart mot at sosiale medier aktivt brukes til å rekruttere unge 
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mennesker inn i kriminelle nettverk (Kripos, 2025). Erfaringene peker på at risikoen er 
størst for de yngste, som har minst modenhet til å overskue konsekvensene av sin 
deltakelse. Det siste har blitt meget aktualisert med "granatsaken" i Oslo sentrum den 
23.09.25. 
Stadig oftere er innholdet på mobiltelefonen til unge gjenstand for bevisførsel i alvorlige 
straffesaker. Lovbrudd blir ofte filmet og delt som et ledd i å vinne frykt- og gatekapital 
(Sandberg og Pedersen, 2006), I tillegg opplever nærpolitiet at konflikter, mobbing og 
press utøves gjennom sosiale medier.  
Foreldrenes rolle er avgjørende. Medietilsynet har dokumentert at mange foreldre opplever 
et tydelig gap mellom barnas digitale praksis og foreldrenes innsikt. I (Foreldre og medier, 
2024) svarer 34 % av foreldrene at de synes det er vanskelig å ha oversikt over hva barnet 
gjør på nettet, og omtrent halvparten oppgir at de ikke har tilstrekkelig informasjon til å 
kunne veilede barnet. Politiets erfaring fra dialog og undervisningsopplegg som Delbart er at 
foresatte etterspør mer kunnskap og konkrete råd. En økt samtykkealder bør derfor følges 
av en målrettet innsats for å styrke foresattes kompetanse og trygghet i møte med barnas 
digitale hverdag. 
 
Politiet møter stadig på foresatte som mener det er utfordrende å sette grenser for 
barnets bruk av og tilgang på sosiale medier, samtidig som kompetansen er begrenset. I 
samarbeidsfora med skolene er den klare tilbakemeldingen til Nærpolitiet at konflikter 
som starter på sosiale medier på fritid, tas med inn i skolehverdagen og som igjen 
påvirker læringsmiljø og trivsel. Tilbakemeldinger og bekymringer fra helsesykepleiere, 
utekontakter og andre samarbeidsparter sier det samme; de ser en utvikling der barn og 
unge ikke håndterer ansvaret med sosiale medier på en sunn og helsefremmende måte. 
Tvert om er det ofte skadelig for barn og unges sosiale vekst og utvikling. Nærpolitiet ser 
at barn så unge som i 8- 9 års alder har tilgang på sosiale medier gjennom 
smarttelefoner.  
Politiets mulighet til å forebygge kriminalitet på nett er svært begrenset. Både av 
ressursmessige (internett er stort), men også lovmessige årsaker. Kriminalitet, mobbing 
og press skjer ofte i lukkede grupper- uten noen form for voksenkontroll. Politiet er i 
situasjoner som dette avhengig av at foresatte, lærere eller andre ansvarlige varsler oss 
om hendelser slik at disse kan anmeldes eller tas tak i på annen måte. 
 
 

PSTs trusselvurdering og radikalisering 
PST har i sine trusselvurderinger løftet frem en særlig bekymring. Radikalisering skjer nå 
i stadig yngre alder, og digitale rom er den primære arenaen. Det er rapportert om barn 
ned i 12-13 års alder som blir eksponert for ekstremistisk innhold på plattformer som 
TikTok og Instagram (BT, 2024; PST 2024). Åpne sosiale medier fungerer som en 
inngangsport til lukkede fora med mer ekstreme budskap, og dette skjer ofte uten at 
foresatte har oversikt. At barn i så ung alder dras inn i radikaliseringsprosesser, 
understreker behovet for å skjerme dem fra disse arenaene så lenge som mulig. En høy 
aldersgrense er et målrettet og nødvendig tiltak for å motvirke denne utviklingen. 
Nærpolitiet har i flere tilfeller, gjennom samtaler med skoler, bydel, 
radikaliseringskontakter eller andre, blitt oppmerksomme på at flere unge får bekreftet 
sitt idealistiske eller politiske standpunkt gjennom samtaler på ulike sosiale medier. Dette 
i seg selv er ikke bekymringsverdig. Det er når idealistisk tankegods får utfolde seg uten 
korrigering, balanserte perspektiver eller kritisk tenking- slik det ofte gjør uten 
voksenkontroll- det kan oppstå tilfeller eller situasjoner som er problematiske. 
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Psykisk helse og sårbarhet 
Flere studier viser at intensiv bruk av sosiale medier tidlig i ungdomsårene kan gi 
alvorlige negative konsekvenser for psykisk helse. En systematisk gjennomgang peker på 
økt risiko for depresjon, søvnvansker og selvmordstanker, særlig blant tenåringer (Khalaf 
et al. 2023). Algoritmestyrt innhold forsterker barns eksponering for seksualisert, 
voldelig eller ekstremistisk materiale (Livingstone & Stoilova, 2022). Disse effektene 
rammer særlig yngre tenåringer som ikke har utviklet den samme kritiske dømmekraften 
som eldre ungdom og voksne. Når barn samtidig er utsatt for kommersiell 
datainnsamling og profilering, øker sårbarheten ytterligere. 
Dette samsvarer med erfaringer Oslo politidistrikt får i samtaler med unge og 
samarbeidsparter gjennom nettverksmøter ol.  
Strengere regulering kan føre til at 13-15 (16)-åringer utestenges fra arenaer hvor mye av 
det sosiale samspillet foregår. Medietilsynets undersøkelser viser at barn som ikke har 
tilgang til sosiale medier, ofte opplever å stå utenfor. Dersom etablerte plattformer blir 
vanskeligere å ta i bruk, er det en risiko for at barn i stedet trekker mot mindre regulerte og 
potensielt mer risikofylte arenaer. 
 
Politiet vil videre understreke behovet for et klart unntak for lavterskel forebyggings- og 
rådgivningstjenester for barn, slik at barn i sårbare situasjoner fortsatt kan nå hjelpetilbud 
uten foreldres samtykke. 
 
 

Barns rettigheter, samtykkekompetanse og behovet 
for vern 
Et viktig hensyn i denne diskusjonen er barns rett til medbestemmelse og 
selvbestemmelse, slik det er slått fast i FNs barnekonvensjon; "barn skal lyttes til og gis 
mulighet til å uttrykke sine meninger i spørsmål som berører dem". De har rett på 
privatliv. Samtidig er det en forutsetning at graden av selvbestemmelse står i forhold til 
barnets modenhet og evne til å forstå konsekvensene av egne valg. 
I norsk lovgivning er dette prinsippet tydelig. Innen helseretten har barn først fra fylte 16 
år selvstendig rett til å samtykke til helsehjelp (pasient- og brukerrettighetsloven § 4-3), 
fordi dette anses som en alder der de fleste har tilstrekkelig innsikt til å fatte avgjørelser 
med alvorlige konsekvenser. 
Når det i dag tillates at barn helt ned til 13 år samtykker til databehandling i komplekse 
digitale systemer, innebærer det i realiteten at de utsettes for beslutninger som kan 
være minst like inngripende som helserettslige valg- både når det gjelder eksponering for 
skadelig innhold, utnyttelse og mulig rekruttering til kriminalitet. Erfaringene fra politi, 
PST og forskningen viser at mange barn ikke er modne nok til å håndtere disse 
konsekvensene. 
Oslo politidistrikt mener at forslaget svarer på et reelt behov i barns digitale oppvekstmiljø. 
En økt samtykkealder vil styrke barns personvern og gi bedre beskyttelse for en særlig sårbar 
aldersgruppe og kan bidra til at foresatte i større grad involveres når barn ønsker å ta i bruk 
slike tjenester. Dette vil igjen kunne redusere risikoen for press, manipulasjon og utnyttelse. 
 
Oslo politidistrikt er derfor enig i at en bør legge betydelig vekt på at hensynet til vern 
veier tyngre enn hensynet til selvbestemmelse i dette tilfellet. Som samfunn har vi en 
plikt til å beskytte barn mot skade, og en aldersgrense på 16 år er i tråd med det en 
allerede anser som en modenhetsgrense i annet lovverk. Dermed blir forslaget ikke bare 
kriminalitetsforebyggende, men også prinsipielt konsistent med eksisterende rettslige 



 
 

5 
 

rammer for barns samtykkekompetanse. Vi har selvsagt også vurdert om det foreligger 
hensyn som taler mot vår konklusjon.  
 
 

Forholdet til straffbarhetsalder 
Det kan innvendes at en aldersgrense på 16 år for barns samtykke til behandling av 
personopplysninger ikke samsvarer med straffbarhetsalderen, som i norsk rett er satt til 
15 år. Dette er et relevant poeng, men det er viktig å understreke at de to regelsettene 
bygger på ulike hensyn. Straffbarhetsalder er fastsatt som en nedre grense for når barn 
kan holdes strafferettslig ansvarlig for sine handlinger, og reflekterer et behov for å 
kunne reagere strafferettslig mot alvorlig kriminalitet begått av unge. 
Spørsmålet om samtykkekompetanse i digitale tjenester handler derimot ikke om skyld 
eller ansvar for konkrete lovbrudd, men om evnen til å fatte informerte valg i møte med 
komplekse og ofte uoversiktlige digitale systemer. Konsekvensene av et for tidlig 
samtykke kan være omfattende og langvarige- som varig spredning av sensitive 
opplysninger, utnyttelse eller radikalisering- og krever en annen type modenhet enn den 
som ligger til grunn for straffbarhetsalderen. 
At en legger listen høyere i dette spørsmålet er derfor ikke inkonsekvent, men tvert imot 
uttrykk for et tydelig verneperspektiv: samfunnet kan reagere strafferettslig mot 
lovbrudd fra fylte 15 år, men bør samtidig skjerme unge fra arenaer som øker risikoen 
for nettopp slike lovbrudd og skader, frem til de er minst 16 år og dermed bedre rustet til 
å håndtere konsekvensene av sine digitale valg. 
 
 

Andre relevante aldersgrenser i norsk lovgivning 
En aldersgrense på 16 år harmonerer naturlig med overgangen fra grunnskole til 
videregående opplæring. I grunnskolen benytter elevene lukkede læringsplattformer som 
er underlagt skolens ansvar og kontroll (Utdanningsdirektoratet, 2023). Først i 
videregående skole får elevene et større ansvar for egne digitale valg og får tilgang til 
mer åpne plattformer. Ved å sette aldersgrensen til 16 år, skapes en klar og pedagogisk 
forankret milepæl, der barn gradvis går fra et kontrollert til et mer selvstendig digitalt 
miljø i takt med modenhet. Videre gir opplæringsloven elever en mer selvstendig rolle i å 
håndtere fravær og oppfølging i skoleløpet generelt, fra fylte 16 år. Dette markerer en 
overgang til større rettslig selvstendighet.  

Det mest sentrale sammenligningsgrunnlaget finnes i seksuallovgivningen, hvor den 
seksuelle lavalderen er satt til 16 år. Denne grensen bygger på en grunnleggende 
samfunnsmessig vurdering av når unge anses modne nok til å gi et gyldig samtykke i 
situasjoner som kan ha store konsekvenser for deres helse, integritet og livskvalitet. Å 
inngå seksuelle relasjoner innebærer både risiko for utnyttelse og behov for en moden 
forståelse av konsekvenser – og samfunnet har derfor trukket en tydelig grense ved 16 
år. 

Samtykke til deltakelse på sosiale medier og digitale plattformer har klare paralleller. Her 
kan barn utsettes for tilsvarende risikoer: intime relasjoner med voksne, press til å dele 
private eller seksualiserte bilder, og kontaktflater som kan utnyttes til grooming, 
overgrep eller radikalisering. I tillegg kommer faren for permanent spredning av sensitivt 
innhold, som i praksis kan være like inngripende som et seksuelt overgrep. På samme 
måte som samfunnet beskytter unge under 16 år fra å gi samtykke til seksuelle 
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handlinger, bør vi også beskytte dem fra å gi samtykke til digitale arenaer hvor de kan 
møte tilsvarende risikoer. 

Også andre lovverk trekker grensen ved 16 år, om enn på områder med noe mindre 
alvorlige konsekvenser. Arbeidsmiljøloven åpner for større ansvar i arbeidslivet fra denne 
alderen, opplæringsloven gir elever en mer selvstendig rolle i fraværsføring og 
oppfølging, og barnevernsloven styrker ungdoms partsrettigheter fra 16 år. Disse 
bestemmelsene viser at lovgiver gjentatte ganger har ansett 16 år som et naturlig 
skjæringspunkt for når unge er tilstrekkelig modne til å håndtere økt ansvar. 

Samlet viser dette at en aldersgrense på 16 år for barns samtykke til behandling av 
personopplysninger i digitale tjenester ikke er et avvik, men en naturlig videreføring av 
en grense som allerede har bred legitimitet i norsk rett – og som særlig er forankret i de 
samme hensyn som ligger til grunn for den seksuelle lavalderen. 

Helseretten er nevnt tidligere under punktet om psykisk helse og sårbarhet. Samlet viser 
dette at 16 år er en veletablert rettslig grense i norsk lovgivning for situasjoner som 
krever modenhet, innsikt og evne til å vurdere langsiktige konsekvenser. Å heve 
samtykkealderen for digitale tjenester til 16 år vil derfor ikke være et brudd med 
eksisterende tradisjon, men snarere en videreføring og harmonisering av en grense som 
allerede har bred legitimitet i norsk rett. 
 
 

Teknologi, falske profiler og aldersverifisering 
Et vanlig motargument er at en høyere aldersgrense lett kan omgås ved å opprette falske 
profiler. Dette kan imidlertid møtes med krav om elektronisk aldersverifisering, 
eksempelvis gjennom BankID eller tilsvarende eID- løsninger. Slike systemer kan bygges 
slik at kun alder bekreftes, uten at sensitive opplysninger deles (NOU 2022:11). Det vil 
gjøre det vesentlig vanskeligere å opprette falske kontoer og samtidig øke sporbarheten 
dersom profiler brukes til kriminell aktivitet. Elektronisk verifisering vil også gjøre det 
lettere å håndheve lovverket overfor internasjonale plattformer, da manglende 
implementering kan sanksjoneres. 
Dette er ikke argumenter av en slik tyngde at det vil eller kan «trumfe» argumenter som 
taler for å heve aldersgrensen til 16 år.  

 

Forebyggende effekt og samfunnsnytte 

Oslo politidistrikt støtter også forslaget om å utvide lovens virkeområde til å gjelde barn 
bosatt i Norge, uavhengig av hvor tjenestetilbyderen er etablert. Norske barn bruker i stor 
grad globale plattformer. En bostedsregel vil kunne redusere smutthull og sende et tydelig 
forventningssignal til internasjonale aktører om etterlevelse overfor norske barn. Dette er i 
tråd med behovet for systemtiltak og klare rammer for aktører som påvirker barns digitale 
oppvekstmiljø. 
 
En aldersgrense på 16 år vil ikke alene stoppe alle utfordringer, men vil kunne gi en 
betydelig kriminalitetsforebyggende effekt. En eventuell signaleffekt, skal heller ikke 
undervurderes. Den vil kunne redusere rekrutteringsgrunnlaget for kriminelle nettverk 
(Kripos, 2025), utsette barns eksponering for algoritmestyrt og potensielt skadelig 
innhold (Khalaf et al., 2023), og gi foreldre og skole mer tid til å bygge opp barnas 



 
 

7 
 

digitale dømmekraft. Samtidig kan den kobles til en bredere innsats; økte ressurser til 
Datatilsynet og Medietilsynet (Justis- og beredskapsdepartementet, 2025), digitale 
ferdighetsprogrammer i skolen (Bufdir, 2023), og sterkere samarbeid mellom politi, skole 
og foreldre (POD, 2024). 
For at lovendringen skal få ønsket effekt, mener vi at den må følges av: 
• En bred informasjonsinnsats rettet mot både barn og foresatte om hva en økt 
samtykkealder innebærer i praksis, med særlig vekt på foresattes ansvar. 
• Tiltak for å styrke foreldres digitale kompetanse. 
• Evaluering og følgeforskning som belyser effekter på barns faktiske nettbruk, 
etterlevelse hos tilbydere og utviklingen i kriminalitetsbildet. 
 
 
 

Konklusjon 
Som utdypet ovenfor så støtter Oslo politidistrikt at aldersgrensen for barns samtykke 
heves. Dette vil være er den mest konsekvente måten å beskytte barn og unge på i en 
tid der kriminalitet, radikalisering, rusbruk og psykiske helseutfordringer i økende grad 
springer fra det digitale rom. En slik aldersgrense vil støtte opp om barn og unges 
utvikling, samsvare med skolens progresjon og samtidig gjøre det vanskeligere å 
misbruke digitale arenaer for kriminelle formål.  
I skolesammenheng kan det være krevende hvis noen elever i klassen er under og noen 
er over (15) 16 år. Dette kan løses ved at en aldersgrense f.eks. settes til 1. Juli det året 
barnet fyller (15)16 år. På den måten unngås det at skolen og foreldrene må håndtere at 
noen er under og noen er over aldersgrensene i klassen. 
Med elektronisk verifisering og målrettede forebyggende tiltak vil dette være et viktig og 
nødvendig grep for å styrke barn og unges personvern, trygghet og livskvalitet. 
Vi anbefaler at departementet ved gjennomføringen av lovendringen særlig legger vekt på 
informasjonstiltak, styrking av foresattes kompetanse og evaluering av effektene. 
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Høringsinnspill fra Trøndelag politidistrikt - endring i 
personopplysningsloven § 5   
Trøndelag politidistrikt viser til Justis- og beredskapsdepartementets høringsforslag den 
7. juli 2025, om forslag til endringer i personopplysningsloven. Fristen for å inngi innspill 
til departementet er den 7. oktober 2025.  
 
Politidirektoratet har i brev av 18. august 2025 bedt om at politidistriktene oversender 
eventuelle innspill til Politidirektoratet, for inngivelse av et felles høringsinnspill.  
 
Bakgrunn 
I dag er det en aldersgrense på 13 år for når barn selv kan samtykke til behandling av 
personopplysninger ved bruk av informasjonssamfunnstjenester (sosiale medier mv.), jf. 
personopplysningsloven § 5. Før barnet har fylt 13 år må samtykke innhentes fra den 
som har foreldreansvar. Departementet foreslår nå å heve aldersgrensen til 15 år.  
 
Det foreslås videre at aldersgrensen skal gjelde ved behandling av personopplysninger 
om barn som er bosatt i Norge, uavhengig av hvor tjenestetilbyderen er etablert. 
 
Det er også spesifikt bedt om høringsinstansenes syn på hvilke konsekvenser en 
lovendring vil ha for eksisterende samtykker. Altså om en økning i aldersgrensen 
innebærer at tilbyderne må innhente foreldresamtykker for brukere i aldersgruppen 13 til 
15 år innen en eventuelt ny aldersgrense trer i kraft.  
 
Trøndelag politidistrikts innspill 
Det er Trøndelag politidistrikts erfaring at sosiale medier blir en plattform som gjør at 
barn og unge involveres i kriminelle handlinger.  
 
Dialogen som politiet har med foreldre, viser at foreldrene opplever ikke å ha kontroll 
over barnas liv på nettet. Og tilbakemeldingene fra foreldrene er at konseptet med 
"foreldrekontroll" blir for uhåndterlig i praksis. 
 
PST peker på at sosiale medier er stedet for rekruttering mot radikalisering av barn og 
unge, på grunn av algoritmer som spesifikt er rettet mot dette formålet.  
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Nettpatruljens erfaringer er at de blir kontaktet av barn og unge om blant annet seksuell 
utpressing, der de blir lurt til å sende bilder av seg selv. Nettpatruljen oppfordrer alle 
som tar kontakt til å anmelde, men dette skjer i kun få tilfeller. Dette gjør at politiet 
tenker at det er store mørketall.  
 
Politikontaktene i vårt politidistrikt har behandlet en rekke alvorlige saker knyttet til 
sosiale medier knyttet til barn og unge det siste året. Det beskrives en negativ trend, og 
det vises til konkrete saker i vårt distrikt den senere tiden i listen under: 
 

• Seksualiserte bilder og overgrepsmateriale: 
o Jente (10) delte nakenbilder av seg selv via Snapchat, vi har flere lignende 

saker i år. 
o Gutt (7) publiserte nakenvideo av seg selv på YouTube. 
o Snapchat-gruppe på en barneskole (22 elever, 11 år) utviklet seg fra 

deling av vold og porno til distribusjon av overgrepsmateriale av barn. 
Gruppen varte i ca. seks måneder før en foresatt ble varslet av ett av 
barna. Ingen foresatte oppdaget gruppen. 

 
• Ekstremt voldelige handlinger og innhold: 

o Jente (14) eksponert for "gore"-innhold på blant annet TikTok, laget 
drapsliste og planla konkrete drap på skolen. 

o Jente (14) med søkehistorikk på nekrofili og sadisme, knivstakk 
jevnaldrende gutt. 

o Økende trend med filming og deling av voldshendelser på sosiale medier. 
 

• Radikalisering og ekstremisme: 
o To gutter og en jente ble radikalisert via TikTok og Telegram. De 

konsumerte og delte høyreekstrem propaganda, herunder materiale som 
glorifiserte terrorister som Breivik og Tarrant.  

o En gutt 13 år sett på mye «pedohunting» og homohets på sosiale medier. 
Utsatt homofil lærer for vold og hatefulle ytringer.  

 
• Kriminalitet og utnyttelse via sosiale medier: 

o Press, trusler og utpressing i forbindelse med deling av nakenbilder, ofte 
kombinert med pengekrav. 

o Salg av narkotika og vape-produkter på Snapchat og andre plattformer. 
Ungdommer opplyser at narkotika er lettere tilgjengelig på Snapchat enn 
alkohol. 

o Økning i trusler og ran der gjerningspersoner bruker sosiale medier for å 
presse til seg penger eller gjenstander. 

 
• Psykisk helse: 

o Både skoler, foreldre og bydeler melder om sterk økning i psykiske 
helseplager blant barn og unge, ofte relatert til sosiale medier. 

o Foreldre/skole/politiet rapporterer om sider der barn og unge deler 
selvskading og oppmuntrer hverandre til destruktiv atferd. 

 
• Trender og hendelser: 

o Våren 2025: Trend på sosiale medier der elever skrev «skoleskyting + 
dato» på skolene sine. Dette skjedde ved 12 skoler (barneskole, 
ungdomsskole og videregående) og skapte stor frykt og behov for 
politimobilisering. 

  
Generelt sett ser vi at tilgangen på smarttelefon og sosiale medier skjer stadig tidligere. 
Ifølge Medietilsynets undersøkelse (2024) hadde 60 % av 9–12-åringer fått smarttelefon 
før fylte 8 år, mot 35 % av dagens 17–18-åringer. 
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Politiet ser en tydelig økning i saker knyttet til sosiale medier, både i omfang og 
alvorlighet. Barnas alder synker – allerede i barneskolealder ser vi tilfeller av alvorlig 
kriminalitet og utnyttelse. Foreldre strever med å fange opp hva som skjer digitalt, selv 
når de forsøker å følge med. Dette gjelder både når barna er utsatt og når de utsetter 
andre. Skoler opplever at konflikter og hendelser på sosiale medier flyttes inn i 
skolemiljøet. Psykiske helseutfordringer knyttet til sosiale medier øker, noe som 
bekreftes av både skoler, foreldre og andre samarbeidspartnere. 
 
Oppsummering 
Utviklingen viser en eskalerende tendens som går i feil retning. Barn og unge utsettes 
for, og begår, stadig mer alvorlige handlinger gjennom sosiale medier. Trøndelag 
politidistrikt anbefaler ut ifra våre erfaringer at: 
 

1. Heving av aldersgrensen for sosiale medier til 15 år – dagens anbefalte 13-
årsgrense følges i praksis ikke, verken av barn eller foreldre. 

2. Økt ansvar for plattformene – sosiale medier plattformene må i større grad 
holdes ansvarlig for å forebygge og hindre spredning av skadelig innhold. 

3. Tilbyderne bør innhente foreldresamtykker for brukere i aldersgruppen 13 til 
15 år dersom en ny aldersgrense trer i kraft. 
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Innspill til høring - Endringer i 
personopplysningsloven – Aldersgrense for barns 
samtykke ved bruk av 
informasjonssamfunnstjenester (sosiale medier mv.)   
 
Det vises til Politidirektoratets oversendelse 18. august 2025 av Justis- og 
beredskapsdepartementets høring 7. juli s.å., om forslag til endringer i 
personopplysningsloven om aldersgrensen for barns samtykke ved bruk av 
informasjonssamfunnstjenester, med høringsfrist 7. oktober d.å. Fristen for innspill til 
høringssvar fra POD er 20. september d.å. 
 
Øst politidistrikt støtter Justis- og beredskapsdepartements forslag om å heve 
aldersgrensen til 15 år, og er enig i de argumentene for endringen som fremkommer i 
høringsnotat.  
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Høringsuttalelse – aldersgrense for barns samtykke 
ved bruk av informasjonssamfunnstjenester   
 
Innledning 
Det vises til høringsnotat fra Justis- og beredskapsdepartementet av 7. juli 2025 om 
endringer i personopplysningsloven, samt brev fra Politidirektoratet av 18. august 2025 
med svarfrist til direktoratet innen 20. september.  
 
Departementet har i høringsnotat fremhevet flere utfordringer vedrørende barns bruk av 
ulike typer informasjonssamfunnstjenester1. Kripos har ansvar og oppgaver på områder 
tydelig viser utfordringene på feltet. Det vises blant annet til vår rolle som nasjonalt 
cyber-krim-senter, og våre oppgaver innenfor organisert kriminalitet og seksuelle 
overgrep mot barn over internett. 
 
Seksuelle overgrep og seksuell utpressing  
I 2024 utarbeidet Kripos etterretningsrapporten Trusselaktørers kontaktetablering med 
barn på internett. Rapporten avdekket at rundt hundre barn under 14 år i løpet av en 
periode på seks måneder ble kontaktet av trusselaktører2 på internett3. I omtrent 84 
prosent av tilfellene resulterte kontaktetableringen i seksuallovbrudd eller forsøk på 
seksuallovbrudd mot barn4.  
 
Av rapporten er det tydelig at informasjonssamfunnstjenester, herunder sosiale medier, 
er et virkemiddel for trusselaktører for å oppnå kontakt med barn. Rapporten viser at 
Snapchat var den mest brukte sosiale medieplattformen blant barn under 14 år, og også 
den plattformen som hyppigst ble benyttet av trusselaktører i kontaktetableringen mot 
barn.5Kripos ser det samme bildet i dag, etterfulgt av plattformer som TikTok og 
Instagram.  

 
 
1 Høringsnotat s. 3 avsnitt 5  
2 Rapporten er begrenset til trusselaktører fra fylte 18 år og oppover  
3 Trusselaktørers kontaktetablering med barn på internett, s. 4 (Kripos, Politiet, 2024)  
4 Trusselaktørers kontaktetablering med barn på internett, s. 11 (Kripos, Politiet, 2024)  
5 Trusselaktørers kontaktetablering med barn på internett, s. 6 (Kripos, Politiet, 2024)  



 
 

2 
 

 
Basert på straffesaker og annen informasjon erfarer Kripos at krenkelser og overgrep 
mot barn og unge i stor grad initieres og/eller gjennomføres via sosiale medier. 
Trusselaktør kan være en voksen person, ofte en voksen barnet ikke kjenner fra før, men 
også en jevnaldrende. Det betyr at barn i enkelte tilfeller selv kan bli en trusselaktør 
overfor et annet barn.  
 
Informasjon Kripos mottar fra National Center for Missing and Exploited Children 
(NCMEC) viser at norske mindreårige deler overgrepsmateriale, sender nakenbilder av 
seg selv til andre barn som ikke har samtykket til dette, eller forsøker å få andre 
mindreårige til å sende nakenbilder eller videoer via ulike plattformer. I mange tilfeller 
resulterer dette i at norske mindreårige ender opp som lovbrytere.  
 
Ovennevnte etterretningsrapport utpeker seksuallovbrudd som et overordnet motiv for 
kontaktetableringen mellom trusselaktør og barn. Samtidig ser politiet også stadig flere 
tilfeller av seksuell utpressing med et økonomisk motiv. Denne utpressingen retter seg i 
hovedsak mot gutter og unge menn mellom 15 og 25 år, men det er også rapportert om 
fornærmede helt ned i 13 til 14 års alderen. Sosiale medier blir også her benyttet som 
arena, særlig Snapchat, Instagram og Discord.6  
 
Kriminelle nettverk og ekstreme nettsamfunn 
Utviklingen innenfor organisert kriminalitet og kriminelle nettverk viser en økning av barn 
og unge som blir rekruttert inn i kriminelle miljøer.7 Blant oppgavene de unge settes til er 
salg, frakt og oppbevaring av narkotika. Det har også vært en økning i mindreårige som 
får i oppgave å utføre voldelige handlinger som utpressing, grov vold eller drap. Sosiale 
medier og krypterte kommunikasjonsplattformer blir ofte brukt i kontaktetablering og 
rekrutering. Samfunnsundersøkelser som omhandler ungdom og kriminalitet i Norge, 
indikerer at det ikke er uvanlig blant ungdom å kjenne til andre unge som blir utnyttet til 
å begå kriminelle handlinger.  
 
Kripos er også kjent med at det har vokst frem internasjonale nettbaserte miljøer8 som 
sprer ekstremt voldelig innhold og forsøker å radikalisere personer til å begå skadelige 
handlinger. Målgruppen er ofte sårbare barn og unge i alderen 8 til 17 år, og handlingene 
inkluderer dyremishandling og ekstrem vold, overgrepsmateriale, drap og selvmord, 
manipulerende og ekstrem ideologi og skadeverk. Enkelte av nettverkene har også har 
koblinger til høyreekstreme miljøer som hyller terror og vold for å «ødelegge 
samfunnet».  
 
Avslutning 
En generell utfordring for politiet er det store omfanget. Den store andelen barn i Norge 
som er på digitale plattformer medfører at mange barn er tilgjengelige for trusselaktører. 
Dette, i kombinasjon med at flere plattformer tilrettelegger og oppfordrer til kontakt med 
personer barnet ikke kjenner fra før av9, resulterer i en reell risiko for at barn blir utsatt 
for og involveres i straffbare handlinger.  
 
Kripos vil på bakgrunn av ovenstående uttrykke støtte til departementets forslag om å 
heve aldersgrensen fra 13 til 15 år for når barn kan samtykke til bruk av 
informasjonssamfunnstjenester etter personopplysningsloven § 5. Kripos stiller seg bak 

 
 
6 Politiets trusselvurdering 2024, s. 23-24 (Politiet, 2024)  
7 Politiets trusselvurdering 2025 
8 Politiet lanserte 2.9.2025 en kampanje med mål om å øke bevisstheten om slike miljøer - 
https://www.politiet.no/rad/trygg-nettbruk/ekstreme-nettsamfunn/ 
9 For eksempel funksjonen quickadd på Snapchat 

https://www.politiet.no/rad/trygg-nettbruk/ekstreme-nettsamfunn/
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departementets uttalelse om at forslaget sender et viktig signal om behov for økt 
bevissthet hos barn, foreldre og samfunnet ellers rundt barns bruk av 
informasjonssamfunnstjenester. Økt bevissthet kan fungere som et forebygge tiltak.  
 
Det er samtidig på det rene at effekten av foreslått lovendring i stor grad vil påvirkes av 
hvordan aldersgrense og samtykke faktisk blir fulgt opp av de aktuelle 
informasjonssamfunnstjenester og av barnas foresatt.   
 
 
 
 
 
Med hilsen 
 

 

Kristin Ottesen Kvigne  
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Høringsinnspill -  Endringer i personopplysningsloven 
– Aldersgrense for barns samtykke ved bruk av 
informasjonssamfunnstjenester   
 
 
Sør-Vest politidistrikt (SVPD) viser til mottatt høring om Endringer i 
personopplysningsloven –Aldersgrense for barns samtykke ved bruk av 
informasjonssamfunnstjenester (sosiale medier mv.), datert 18. august 2025. 
 
SVPD er positive til at aldergrensen endres fra 13 år til 15. år. Tall fra Medietilsynet viser 
at 7 av 10 barn under aldersgrensene vi har i dag likevel har tilgang til SoMe.  
 
Hvis det utvikles tekniske løsninger som bidrar til at det blir en faktisk og reel økt 
aldersgrense, vurderer vi dette som svært positivt. 
 
 
 
 
 
Med hilsen 
 

 

Jarle Dyre Øversveen  
Avdelingsdirektør  
 
Dokumentet er elektronisk godkjent uten signatur. 
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